
Scam alerts 
 

Scam 1: A "letter of instruction" informs the recipient about responding to a supposed 
(unspecified) "claim." There is usually a document attached. The sender in one case was a Cindy 
Parker from a titanpoker.com, but actually this type of message can come from anyone. 

 

Scam 2: An "ALERT message" comes from another financial institution. A link is provided to 
reach an important "message." In one case, the message came from a 1st Financial Federal 
Credit Union, which does exist in Missouri, but has nothing to do with these emails. 

 

Scam 3: A congratulatory message supposedly from Walmart tells the recipient he or she has 
been selected to take a "Member Satisfaction Survey" of 9 questions. A link is provided. 

 

In all cases the message should be deleted without responding through Reply, clicking on any 
link, or opening any attachment. 

 


